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Resumen

Este trabajo presenta los hallazgos de una revision sistematica sobre la violencia
digital contra las mujeres como forma de violencia de género. A partir del analisis de 28
estudios empiricos publicados entre 2014 y 2024, se identifican las principales tendencias
en victimizacidn y perpetracion, los factores de riesgo asociados y las actitudes sociales
hacia esta problematica. Los resultados evidencian una alta prevalencia a nivel global.
Asimismo, se observa una clara reproduccion de roles tradicionales de género, con
mujeres como principales victimas y hombres como principales agresores, asi como la
existencia de mitos y creencias que minimizan o justifican esta violencia. Se concluye que
la violencia digital contra las mujeres no constituye un fendmeno aislado, sino que forma
parte del continuum de la violencia machista, adaptado al entorno tecnoldgico actual.
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Abstract

This paper presents the findings of a systematic review on digital violence against
women as a form of gender-based violence. Based on the analysis of 28 empirical studies
published between 2014 and 2024, the main trends in victimization and perpetration,
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associated risk factors, and social attitudes toward this issue are identified. The results
reveal a high global prevalence. Furthermore, there is a clear reproduction of traditional
gender roles, with women as the main victims and men as the main perpetrators, as well
as the persistence of myths and beliefs that minimize or justify this type of violence. The
study concludes that digital violence against women is not an isolated phenomenon but
rather part of the continuum of gender-based violence, adapted to the current
technological environment.

Key words

Digital violence; gender-based violence; cyberviolence against women; Image-
Based Sexual Abuse (IBSA); systematic review
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1. Introduccion

La digitalizacién paulatina de la sociedad contempordnea, que comporta relevantes
cambios culturales derivados del uso generalizado de tecnologias digitales, tiene efectos
positivos, que se traducen en ventajas y oportunidades de la mas diversa indole (Ahmed
et al. 2025), pero también comporta aspectos negativos, pues puede ser una fuente de
amenazas e inseguridad (European Institute for Gender Equality —EIGE— 2022, Torp
Lokkeberg et al. 2024). El recurso a los mecanismos digitales de comunicacién puede
tener un efecto empoderador de las mujeres, facilitando su promocion personal, social y
econdmica, asi como sus conexiones, proporcionandoles acceso a informacion, servicios
y oportunidades. No obstante, las TIC también se han convertido en un arma contra ellas
si se crea un entorno digital donde se las pueda vulnerabilizar y someter a abusos
(Benitez-Hidalgo et al. 2024).

Entre los peligros que las mujeres afrontan al integrarse en los entornos digitales se
encuentra el de ser sometidas a violencia digital. La ciberviolencia contra las mujeres
(CVM) constituye un concepto paraguas acerca de cuya designacion, contenido y
concretas manifestaciones no existe todavia consenso, lo que evidencia la existencia de
dificultades terminoldgicas y conceptuales que empanan el conocimiento de este
fendmeno (Duman 2023, Henry y Beard 2024, Paradiso et al. 2024). Se han empleado
denominaciones diversas para apelar a esta realidad, como digital violence (Torp
Lokkeberg et al. 2024) aunque la mas generalizada es cyberviolence against women and girls
(EIGE 2022). Se la ha conceptuado de diversas formas, indentificindose con “todo acto
de violencia de género perpetrado directa o indirectamente a través de las tecnologias
de la informacién y la comunicacion que resulte, o sea probable que resulte, en dano o
sufrimiento fisico, sexual, psicoldgico o econdmico para las mujeres y nifas, incluidas
las amenazas de tales actos, ya sea que ocurran en la vida publica o privada, o que
obstaculicen el ejercicio de sus derechos y libertades fundamentales” (European
Commission 2020). Seguin esta misma fuente, se considera que incluye violaciones de la
privacidad, acecho, acoso, discurso de odio por razén de género, difusidon de contenido
personal sin consentimiento, abuso sexual basado en imagenes, pirateo informatico,
suplantacion de identidad y violencia directa, aunque no se agota en estas
manifestaciones. Precisamente debido a las dificultades en punto a fijar una
conceptuacion de este tipo de violencia el Instituto Europeo de la Igualdad de Género
(EIGE) ha establecido un concepto operacional con el fin de que sea empleado en todos
los paises de la UE a efectos estadisticos (EIGE 2022), conceptuando ademas cinco
manifestaciones concretas de la CVM que considera las mas relevantes: cyberstalking,
cyberharassment, cyberbullying, online gender-based hate speech y non-consensual intimate
image abuse o image based sexual abuse (EIGE 2022). Precisamente esta ultima
manifestacion de la ciberviolencia contra las mujeres se considera de las mas prevalentes,
pero plantea también dificultades en punto a su designacion y conceptuacion (McGlynn
y Rackley 2017, Henry et al. 2019, Henry y Beard 2024, Paradiso et al. 2024). Se considera,
a su vez, también un concepto paraguas referido a la toma, creacion o distribucion no
consensual de imagenes intimas, incluyendo la amenaza a quien aparece en la imagen
de compartirlas con otros (sextorsién), o amenazando, coaccionando o presionando a esa
persona para que las comparta (sexting coertion), que también puede comprender el
recurso a la IA para crear o alterar dichas imagenes (deepfakes) asi como la distribucion
no solicitada y no deseada de iméagenes sexualmente explicitas (cyberflashing) (Henry et
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al. 2020). Se prefieren las denominaciones indicadas de non-consensual intimate image
abuse o image based sexual abuse (IBSA) a la de revenge porn porque dicha denominacién
enmascara que el autor pueda tener otras motivaciones mas alla de la venganza para
realizar dicha conducta (McGlynn et al. 2017).

Si el incremento de la CVM se explica ya por la creciente digitalizacion, la irrupcién de
la pandemia ha contribuido a que el recurso a la violencia digital aumente todavia mas
exponencialmente a consecuencia de la impuesta virtualizacion de las interacciones
humanas que comportd el confinamiento, hasta el punto de que las denuncias por acoso
sexual online en Estados Unidos se doblaron entre 2017 y 2021 (Duggan 2017, Vogels
2021). La naturaleza tecnoldgica de la CVM permite a los agresores actuar con facilidad
y anonimato, sin requerir proximidad fisica con la victima (Duman 2023). Precisamente
porque estos pueden acceder permanentemente a las victimas, los efectos perjudiciales
que padecen quienes sufren esta forma de violencia pueden ser tanto o mas graves que
los de quienes sufren violencia offline (Torp Lokkeberg et al. 2024), pese a que socialmente
sea una forma de violencia contra las mujeres que ha tendido a minimizarse e incluso
justificarse (EIGE 2022). A menudo provoca no solo efectos perniciosos de caracter
individual en las mujeres, sino que puede llevar parejo su silenciamiento en las redes
sociales o en entornos virtuales, comportado que se retiren o se den de baja en tales
espacios, aislandose (Duche-Pérez et al. 2024). Con todo, se considera que la CVM no se
diferencia en lo que a causacion y basamento se refiere de las formas mas tradicionales
de violencia contra las mujeres, se fundamenta igualmente en una estereotipada
concepcion de los roles de género y se anuda al desequilibrio de poder entre ellos. Esto
hasta el punto de considerar que existe un continnum de violencia digital y fisica contra
las mujeres, en que la violencia online puede transformarse en offline y viceversa, sin
renunciarse a una aproximacion interseccional para explicar esta violencia (Boyle 2019,
Group of Experts on Action against Violence against Women and Domestic Violence
—GREVIO— 2021).

La estrecha relacion entre la violencia contra las mujeres online y offline explica que haya
sido un documento normativo orientado a luchar contra la violencia de género la
primera norma que haya regulado en esta materia a nivel internacional. No se referian
explicitamente a la CVM ni la CEDAW ni el posterior Convenio del Consejo de Europa
sobre prevencion y lucha contra la violencia contra las mujeres y la violencia doméstica.
Si lo ha hecho la Directiva (UE) 2024/1385, sobre la lucha contra la violencia contra las
mujeres y la violencia doméstica. Reconociendo el incremento de la CVM y su gravedad
intrinseca, armoniza a nivel de UE la tipificacion y las sanciones imponibles a los
principales ciberdelitos vinculados a la violencia de género, estableciendo definiciones
minimas y medidas de prevencidn, proteccion y reparacion para las victimas coherentes
con el abordaje victimo-céntrico e integral que preconiza. Demanda la incriminacion en
los Estados de la UE de la difusiéon no consentida de material intimo o manipulado (art.
5), el ciberacecho (art. 6), el ciberacoso (art. 7), la incitacion a la violencia u odio por
medios cibernéticos (art. 8) y su sanciéon mediante penas efectivas, proporcionadas y
disuasorias, que en el caso del IBSA pueden llegar a los cinco afios de prision.

Pese a que la CVM va ganando protagonismo normativo y en la agenda politica a nivel
internacional, pocos datos se recogen sistematicamente sobre esta realidad. Lo reciente
de este reconocimiento y las dificultades para investigar un fenémeno global complejo
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sin definiciones internacionalmente aceptadas explican la ausencia de datos oficiales
(Powell y Henry 2017). Esto comporta que haya brechas significativas en el conocimiento
de aspectos como factores de riesgo o efectividad de medidas de proteccion, entre otras
(McGlynn et al. 2019). Apenas se cuenta con datos oficiales sobre CVM, la mayoria de
cuyas manifestaciones no han accedido a las macroencuestras sobre violencia contra las
mujeres que confeccionan instancias supranacionales, ni siquiera a la mas reciente de las
publicadas en Europa (Eurostat et al. 2024). Es la academia la que por ahora ha ofrecido
mas datos sobre CVM, de ahi que la herramienta de las revisiones sistematicas sea
adecuada para sistematizar esa informacién. Hasta el momento se han realizado
diversas revisiones sistematicas sobre CVM. Sin embargo, acostumbran a limitarse a una
manifestacion concreta de la misma, ganando protagonismo recientemente la IBSA
debida a su mayor incidencia, pero diluyéndose la atencion a la componente de género
en tales analisis (Henry y Beard 2024, Paradiso et al. 2024), cuando no se focalizan en la
violencia sexual facilitada por la tecnologia (Benitez-Hidalgo et al. 2024). En los casos en
que abordan mas en conjunto conductas integradas en el concepto paraguas de CVM,
las revisiones existentes se centran en un concreto grupo de edad, como los adolescentes
(Torp Lekkeberg et al. 2024), o en un concreto contexto, como las redes sociales (Duche-
Pérez et al. 2024). Solo se ha hallado una revision que haya abordado mas genéricamente
el fendomeno, aunque limita la busqueda a una sola base de datos, WoS, a articulos
publicados en inglés y realiza un andlisis fundamentalmente cuantitativo de los
materiales que la integran (Duman 2023).

Atendidas las evidenciadas parcialidades, el objetivo general de la presente
investigacion, partiendo del continuum de violencia contra las mujeres online y offline,
consiste en conocer el contenido de la literatura existente sobre el concepto paraguas de
CVM que atienda a la componente de género de dicha violencia, a los roles
desempenados por sujetos activo y pasivo. Como objetivos especificos se persigue: a)
analizar la bibliometria mas relevante de las publicaciones seleccionadas b) identificar
las tendencias en perpetracion y victimizacion y su adecuacion a los roles tradiciones de
género; c) ver, respecto de la perpetracion, como se justifica este tipo de violencia; d)
identificar como los roles tradicionales de género pueden explicar ciertas actitudes hacia
la victimizacion por VCM; e) analizar las diferencias de motivacion de la CVM dentro y
fuera de la pareja; y f) confirmar si las tendencias identificadas en CVM en su conjunto
son similares a las observadas en la literatura sobre IBSA.

2. Método

Para realizar esta revision sistematica se ha seguido la declaracién PRISMA (Page et al.
2021).

2.1. Pregunta de investigacion

Atendiendo a los objetivos propuestos la pregunta de investigacion general que se
formula es: ;Qué y cdmo se ha investigado sobre la violencia digital contra las mujeres
en la ultima década? Y como preguntas complementarias se establecen: ;Cudles son los
datos bibliométricos mas relevantes de las publicaciones incluidas en la revision?,
(Cuales son las tendencias de perpetracion y victimizacion, se adaptan estas a los roles
de género tradicionales?, ;se justifica de algtin modo la perpetracion de este tipo de
violencia?, ;las actitudes respecto a la victimizacion estan condicionadas por los roles de
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género?, ;Cudles son las diferencias de motivacién entre la violencia digital en la pareja

y fuera

de ella? ;La violencia digital contra las mujeres y IBSA tienen tendencias

similares?

2.2. Criterios de elegibilidad y estrategia de biisqueda

Para abordar la pregunta de investigacion planteada se seleccionaron los términos
relacionados con el fendmeno en los tesauros de la UNESCO, de la OMS (DeCS), de la
ONU (UNBIUS) y de la Unién Europea (EuroVoc) en inglés y en castellano. Se sumaron

a ellos términos que, si bien no estan incluidos en tesauros, son ampliamente utilizados
en publicaciones sobre esta cuestion. La ecuacion de busqueda disefiada es la siguiente:

((((“gender-based violence” OR “gender based violence” OR “violence against women”
OR “violencia de género” OR “violencia contra la* mujer*” OR “violencia sexista”)
AND (“revenge porn” OR “Image-based sexual abuse” OR “IBSA” OR “sexual
extortion” OR “extorsion sexual” OR “non-consensual pornography” OR “non-
consensual nude” OR “non-consensual sexual imagery” OR “sextorsion” OR “porno
venganza” OR “venganza pornografica” OR “abuso sexual basado en imagenes” OR
“intimate photo*” OR “intimate messag*”)) OR ((“gender-based violence” OR “gender
based violence” OR “violence against women” OR “violencia de género” OR “violencia
contra la* mujer*” OR “violencia sexista”) AND (“cybercrime” OR “cybercrime
offence” OR “computer crime*” OR “cibercrimen” OR “digital crime” OR “cyber
violence” OR “cyber-bullying” OR “cyberbullying” OR “online bullying” OR “on-line
bullying” OR “virtual bullying” OR “cyber victimization” OR “cyber harassment” OR
“ciberdelito” OR “cibercriminalidad” OR “crimen digital” OR “ciberviolencia” OR
“ciberacoso” OR “acoso virtual” OR “acoso por internet” OR “bullying en linea” OR
“bullying virtual” OR “cibervictimizaciéon” OR “delitos informaticos” OR “delito*
cibernético*” OR “cyberspace” OR “digital media” OR “electronic media” OR “digital
technology” OR “internet” OR “digital” OR “ciberespacio” OR “ciber-espacio” OR
“medios digitales” OR “medios electrénicos”))) AND (“victim*” OR “victima*” OR
“victimization” OR “victimizacion”))

Los criterios de elegibilidad se establecieron siguiendo la estrategia PICoS (poblacion,
fenomeno de interés, contexto y disefo del estudio). Los criterios de exclusion e inclusiéon
fijados son los siguientes:

Poblacion: estudios que incluyen como poblacion actores de la violencia
digital contra las mujeres (victimas y agresores), excluyendo cualquiera que
cuente con una poblacidén distinta.

Fenémeno de interés: la perpetracion de violencia contra las mujeres y la
victimizacidn de estas, excluyendo las publicaciones que no cuenten con este
criterio

Contexto: las investigaciones entre 2014 y 2024, ambos afios incluidos,
publicadas en inglés o en espafiol, que cumplen con los criterios descritos,
independientemente del pais o region donde se realiz6 o publicé el estudio.

Disefio: se incluyen estudios empiricos implementados tanto con métodos
cualitativos, cuantitativos o mixtos, excluyendo por tanto publicaciones de
caracter tedrico, revisiones o publicaciones de cualquier otro tipo. Se incluyen
los articulos revisados por pares, excluyendo cualquier otro tipo de
publicacion.
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Las fuentes de informacion de las que se extrajeron las publicaciones fueron cuatro: Web
of Science (Core Collection), Scopus, MEDLINE Y ProQuest. El proceso seguido para la
extraccion de los datos se especifica en Tabla 1.

TABLA 1
Base de datos Campos a los que se | Periodo de | Tipo de | N° de
aplica la ecuacion tiempo documento publicaciones
WOS (Core | Tema (titulo, resumen, 2014-2024 Articulos 87
Collection) palabras clave)
Scopus Titulo, resumen y | 2014-2024 Articulos 115
palabras clave
MEDLINE Tema (titulo, resumen, 2014-2024 Articulos 30
palabras clave)
ProQuest En todos los campos | 2014-2024 Acrticulos 187
excepto en el texto
integro
Total: 418
Tabla 1. Fuentes de datos y proceso de extraccion.
2.3. Proceso de seleccion de estudios y de extraccion de datos
FIGURA 1
Registros identificados desde: h
e  WOQOS (Core Collection): 87 Registros eliminados antes del
e Scopus: 115 cribado:
e MEDLINE: 30 e Registros duplicados:

e ProQuest: 186

|

p N Registros excluidos (223):

Registros cribados: 281 [r—— * A partir del titulo: 158
\ ) e A partir de resumen: 65
s i ) )
PUbhcaCIO.I}eS buscadas para su — [ Publicaciones no recuperadas: 2
recuperacion: 58 J
(N J/
v L . )
e A Publicaciones excluidas a partir
Publ‘ic‘a.ciones evaluadas para su > de texto completo
elegibilidad: 56 e por no cumplir criterios
| J
l de elegibilidad: 19
J
( N\

Total de publicaciones incluidas en

la revision: 28
| J

Figura 1. Diagrama de flujo del proceso de seleccion.
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A partir del total de los estudios seleccionados segtin la estrategia de busqueda descrita
se realizd el proceso de seleccion de dichas publicaciones. En primer lugar, se eliminaron
las duplicadas con ayuda de Refworks, quedando 281 articulos seleccionados. Después,
aplicando los criterios de elegibilidad, a partir de la lectura del titulo, se excluyeron las
publicaciones que no cumplian con estos, quedando 123. Tras la lectura del resumen y
la exclusién de los estudios que no cumplian con los criterios, quedaron 58 para la
evaluacion del articulo completo. Fueron recuperadas 56 de estas publicaciones y, tras
su evaluacion, quedaron 37. Efectuada la evaluacion de riesgo de sesgo, fueron incluidas
en esta revision sistematica 28 publicaciones (las referencias completas pueden consultar
en el repositorio: ver Méndez 2025).

Para los andlisis bibliométricos se descargaron los datos de las publicaciones de cada una
de las bases de datos seleccionadas, se combinaron y se realizaron con excel los andlisis
estadisticos. Se analiz6 el nimero de publicaciones por afo, la metodologia utilizada, las
publicaciones por paises —dodnde se realizaron y donde se publicaron— y por categoria
de conocimiento. Ademas, se realizaron analisis de redes mediante VosViewer de
coautoria, y de coocurrencia de palabras clave.

Para la sintesis, ambas investigadoras leyeron en profundidad los articulos incluidos en
la revision y realizaron individualmente un analisis de contenido -cualitativo.
Posteriormente se pusieron en comun los resultados y se llegd a un acuerdo sobre los
resultados principales que debian ser incluidos en la tabla 2. En la tabla en la que se
sintetizan los resultados principales también se recoge la metodologia utilizada en cada
estudio, la muestra y los paises de investigacion y de publicacion.

2.4. Evaluacion del riesgo de sesgo de los estudios individuales

Para evaluar el riesgo de sesgo de cada estudio de forma individual se utiliz6 la
herramienta ROBINS-I de Cochrane (Sterne et al. 2016). Consta de siete items que se
evaltian con riesgo bajo, moderado, serio o critico y se obtiene un total que condiciona la
inclusién o no del estudio debido al nivel del riesgo. Solo se incluyen las investigaciones
que tienen un riesgo moderado o bajo.

En el siguiente grafico de semaforos puede apreciarse las publicaciones que se han
analizado con esta herramienta y la evaluacion de cada item.
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GRAFICO 1

Risk of bias domains
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Grafico 1. Grafico de semaforos de la evaluacion de riesgo de sesgo individual.
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Como se observa, nueve de las publicaciones examinadas son excluidas por tener un
riesgo de sesgo serio o critico.

3. Resultados

3.1. Analisis bibliométricos

Comenzando por los resultados de los andlisis bibliométricos en relaciéon con los 28
articulos incluidos en esta revision (vid. listado completo en Tabla 2), el analisis de
coocurrencia de palabras clave (figura 2) nos orienta hacia lo que vamos a encontrar en
los resultados de estas publicaciones.

Segun la distribucién y relaciones entre los distintos cltsteres, parece que todos se
articulan a partir de la palabra clave “gender-based violence”. Esto tiene sentido porque
la estrategia de bisqueda ha estado orientada hacia los estudios que abordan la violencia
contra las mujeres en el ambito digital, por tanto, se centra en una violencia de género.
Esto se ve reforzado con que en los otros clister aparecen palabras intimamente

s

relacionadas como “women”, “gender

s s

gendered violence”, “violence against women”
o “intimate partner violence”.

Después de este item central que articula el grafo, destaca la palabra clave “image-based
sexual abuse” como la mas utilizada por los autores. También en el mismo cluster
observamos palabras que hacen referencia a algun tipo de la violencia digital contra las
mujeres como “sextortion” o “digital sexual harassment”.
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Figura 2. Analisis de coocurrencia de palabras clave.

En cuanto al numero de articulos publicados por afio, la figura 3 muestra la tendencia
ascendente, en particular en el altimo afio de la revision.
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FIGURA 3

N2 publicaciones por afio
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Figura 3. Grafico de barras sobre el nimero de publicaciones por afio.

Respecto de la metodologia empleada, la mayor parte de articulos analizados optan por
la cuantitativa (figura 4).

FIGURA 4

Metodologia
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Figura 4. Clasificacion de las publicaciones segin metodologia.

En relacién con el nimero de publicaciones por pais en el que se ha realizado la
investigacion y en el que se ha publicado (figura 5), dominan Espafia y Estados Unidos.
Mientras que en Estados Unidos tinicamente se han realizado 3 investigaciones, 11 de
los estudios incluidos en esta revision se han publicado alli. A la inversa, Espafia cuenta
con mas investigaciones que realizadas en el pais (11) y son menos las que se han
publicado (5).

324



Villacampa, Méndez

FIGURA 5
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Figura 5. Grafico sobre el numero de estudios por paises (de investigacion y de publicacion).
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Figura 6. Analisis de redes de coautoria.

En el grafo sobre coautoria (figura 6) apreciamos que no hay una gran interrelacion entre
los autores de estos estudios, ya que aparecen numerosos cltsteres (la mayoria
representan un articulo con varios autores) sin interrelacion entre ellos. Destaca el cluster
rojo, por la cantidad de autores (8), aunque no evidencia mas relacion que la de la
coautoria de una publicacidn, al igual que los clasteres amarillo y lila, por ejemplo. Los
unicos destacables son el verde en el que si se representan distintas publicaciones en las
que ademas han participado autores de distintas instituciones y paises (aunque la
mayoria espanoles), como la Universidad de Melbourne y la Autéonoma de Madrid. Es
coherente que sea el cluster mas relevante del andlisis, porque como veiamos en el
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grafico anterior, notablemente Espana es el pais que mas ciencia ha producido respecto
a la cuestion que nos ocupa. Algo similar sucede con el cluster azul (a la izquierda del
rojo) que representa dos publicaciones, aunque en este caso todos los autores, aunque
con distinta filiacion, pertenecen a instituciones italianas.

Este grafo de coautoria, por tanto, nos muestra que la interrelacion entre instituciones,
paises y autores es bastante pobre. No hay una colaboracién entre grupos a la hora de
realizar investigaciones sobre la problematica.

La mayor parte de las publicaciones se han realizado en la categoria de conocimiento
“Women'’s Studies”, seguida del 4rea de “Criminology Penology” (figura 7). En segundo
término, se sitian las categorias “Family Studies” y “Psychology Applied”. En tercer
lugar, con 3 publicaciones cada una, estan las categorias “Psychology Multidisciplinary”
y “Social Sciences Interdisciplinary”.

FIGURA 7

Publicaciones por categoria

Social Sciences Interdisciplinary [ NN I 3
Psychology Multidisciplinary [N NN 3
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Women S Studies [ 7

Figura 7. Grafico sobre la categoria de conocimiento a la que pertenecen las publicaciones.
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En este epigrafe se incluye una tabla con la sintesis de los resultados de los estudios seleccionados. Ademas, se incluye la metodologia
utilizada, la muestra y los paises de investigacion y publicaciéon de cada uno. (En el repositorio —Méndez 2025— se puede consultar
una tabla mds extensa y con mayor detalle de los resultados de las investigaciones).

Teran Andrade
2024)

universitarios

TABLA 2
REFERENCIA | METODOLOGIA | MUESTRA | PAIS PRINCIPALES RESULTADOS
ESTUDIO/PAIS
PUBLICACION
(Alonso-Ruido | Cuantitativa 3293 Espafia/Espafia En torno al 3% de estudiantes han sido victimas de sextorsion
et al. 2024) estudiantes por su pareja afectiva y méas de 2% han sufrido venganza porno
universitarios por su expareja. Las chicas son entre 3y 7 veces mas victimas
de sextorsion que los chicos.
(Bajo-Pérez et | Mixta 258 Espafa/Espafia La violencia fuera del &mbito de la pareja mas prevalente es el
al. 2024) cuestionarios recibimiento masivo de mensajes y la cosificacion de los
y 15 cuerpos de las mujeres. Dentro de la pareja, las més prevalentes
entrevistas son recibir reproches del agresor relacionados con las personas
a las que siguen o que les siguen y ser obligadas a borrar algun
contacto.
(Castillo- Cuantitativa 3202 Ecuador/Suiza La dependencia emocional es una variable determinante en la
Gonzéles y estudiantes violencia en el noviazgo online. Predice la victimizacion en las

mujeres y la perpetracion en los hombres. Se basa en una vision
desadaptativa e idealizada de la relacion de pareja y esta
vinculada a mecanismos de control y vigilancia.
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cuestionario

(Chojay Cuantitativa 400 Nigeria/Nigeria Los dos patrones principales de acoso cibernético contra las
Nelson 2016) estudiantes mujeres son el recurso a palabras abusivas y a imagenes o
universitarios videos sexuales explicitos. El acoso cibernético afecta
negativamente la autoestima e identidad.
(Crosas Cualitativa 850 Espafia/Espafia La ciberviolencia es elevada en los comentarios del video
Remon y comentarios feminista observado. La estrategia mas comun son los insultos
Medina-Bravo de un video orientados a cuestionar la capacidad mental y el fisico de las
2018) mujeres. Estos ataques actian como mecanismos de coaccion
para silenciar a las mujeres feministas.
(Dardis y Cuantitativa 496 EE. UU./JEE. UU. | El 17,34 % de los participantes reporté victimizacion por
Richards 2022) estudiantes distribucién no consentida de imagenes sexuales. La mayoria
universitarios eran mujeres (90,70 %). El 87,18 % de las mujeres victimas
reporté que el agresor era un hombre y la mayoria de las
victimas (71,79 %) indicd tener una relacion romantica actual
0 previa con el agresor.
(Deslandes et | Mixta 77 Brasil/Brasil La mayoria de los estudiantes afirmaron que no toleraban el
al. 2024) participantes control/monitoreo y la exposicién no autorizada de material
en grupos intimo, aunque lo consideran habitual. Sefialan los celos, la
focales y 531 inseguridad y la “curiosidad” como sus principales motivos.
en Sus informes sugieren que tales practicas constituyen violencia

de género.
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(Diaz-Aguado
et al. 2022)

Cuantitativa

3.532
adolescentes

Espafia/Suiza

El comportamiento sexual de riesgo online fue la principal
condicion de riesgo para explicar la victimizacion de las
mujeres por acoso sexual online y violencia por la pareja online
y offline, seguido de la baja autoestima y la edad. Otras
variables menos relevantes fueron el estrés por el rol de género
femenino, la justificacion de la dominancia masculina y la
violencia, la visita a sitios web de riesgo y el uso problematico
de internet.

(Harris y
Woodlock
2022)

Cualitativa

13 victimas

Australia/Australia

Todas las mujeres informaron de abusos, amenazas y acoso por
parte de su pareja a través de mensajes de texto y llamadas
telefonicas. En el 85% de los casos se utilizaron redes sociales
y en el 62% rastreo mediante GPS. El 69% de los participantes
reportaron incidentes de abuso sexual en sus relaciones a
menudo relacionados con la tecnologia.

(Hassan et al.
2020)

Cuantitativa

356 mujeres

Egipto/Egipto

El 41,6% de las mujeres participantes reportaron haber estado
expuestas a violencia digital durante el Gltimo afio; la forma
méas comun de exposicion (72,8%) fueron las redes sociales-
Los agresores eran desconocidos para la mayoria (92,6%) de
las victimas. Bloquear al infractor fue la respuesta méas comin
de la victima (72,8%).

(Henry y
Umbach 2024)

Cuantitativa

16.693
participantes

10 paises
diferentes/ Paises
Bajos

El 14,5% de los encuestados indicé que al menos en una
ocasién habia sido amenazado con la difusion de sus iméagenes
intimas (15,7% hombres y 13,4% mujeres). El 7,0% de los
hombres reportaron conductas de perpetracion en comparacion
con el 4,9% de las mujeres. Los encuestados LGBTQ+ tienen
méas probabilidades de reportar tanto victimizacién como
perpetracion.
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(Hill y Johnson

Cuantitativa

33.089

Canada/EE. UU.

Los hallazgos sugieren que la teoria del control social adaptada

al. 2024)

Real-Brioso, et

2020) participantes por Susan Brownmiller (que argumentd que el miedo a la
violencia masculina conduce a las mujeres a autocontrolarse
modificando su comportamiento o adhiriéndose a normas de
género especificas) en el contexto de la violencia contra las
mujeres en el espacio fisico es aplicable a la violencia online.

(Kim et al. Cualitativa 54 Corea/EE. UU. El tipo de victimizacion mas comin expresado en la web fue la

2024) publicaciones explotacidn sexual basada en imagenes. En el 53,85% de los

en una web casos que hacian referencia al perpetrador este fue su pareja o

enfocada a expareja y en el 46,15 % desconocidos. En las publicaciones,

que las las victimas buscaban ayuda para encontrar informacion, apoyo
. politico o policial, apoyo emocional y financiero.

mujeres

pidan ayuda

(Martinez- Cuantitativa 2471 Espafa/Espafia El 82,6 % de los participantes habia experimentado al menos

Bacaicoa, participantes una forma de violencia de género online en los ultimos 12

Henry, et al. meses. Las formas mas frecuentes fueron el acoso sexual digital

2024) (66,7%) y la violencia basada en la apariencia fisica (60,7%).
La violencia de género online fue significativamente mayor
entre las mujeres y entre los adultos mas jovenes.

(Martinez- Cuantitativa 3020 Espafia/Paises Los hallazgos revelaron que los niveles de desconexién moral

Bacaicoa, participantes | Bajos variaban segun los diferentes tipos de violencia sexual

facilitada por la tecnologia, observandose niveles méas altos en
casos de discurso de odio de género online, seguido de
violencia de género online. Las creencias sexistas, el género del
participante (ser hombre) y las situaciones que involucraban a
una mujer perpetradora y un hombre victima se asociaban con
una mayor desconexion moral.
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(Martinez-
Bacaicoa,
Sorrel, et al.
2024)

Cuantitativa

2486
participantes

Espafia/EE. UU.

El andlisis muestra que todas las variables de perpetracion
estaban relacionadas con el sexismo. Las mujeres cis y las
personas no heterosexuales informaron puntuaciones de
victimizacion més altas en comparacion con los hombres cis y
los heterosexuales, mientras que los hombres cis informaron
puntuaciones de perpetracion mas altas que las mujeres cis.

(Morales et al.

2024)

Mixta

1297
hombres

Canadé/EE. UU.

Los resultados muestran que los hombres respaldan los mitos
entorno a la violencia de género online. El 61,47% respaldo
mitos que minimizan la violencia de género online, el 53,33%
estuvieron de acuerdo con mitos que excusan o justifican la
agresion minimizando la responsabilidad del agresor, el
34,67% respaldaron mitos de que la victima consintié o desed
la violencia y el 31,06% de que la victima provocé de alguna
forma el abuso.

(Pacilli et al.
2024)

Cuantitativa

597
participantes

Italia/Alemania

Los hallazgos mostraron que la relacion transitoria (vs. estable)
con el perpetrador redujo la virtud moral percibida de la mujer
victima de IBSA y aumentd el grado en que se la culp6 por el
incidente. Cuanto menos se ajuste el comportamiento de las
mujeres a los estereotipos tradicionales de la sexualidad
femenina, menos probable sera que los testigos reconozcan la
responsabilidad de los perpetradores, centrdndose en la
supuesta “inmoralidad” de las victimas.
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(Powell y Cuantitativa 2.956 Australia/EE. UU. | El 62,3% de los encuestados reportaron haber sido victimas de
Henry 2019) participantes violencia sexual facilitada por la tecnologia al menos una vez
en su vida. Las formas mas comunes fueron acoso sexual
digital, incluida la recepcion de contenido sexualmente
explicito (29%); recibir solicitudes sexuales repetidas y/o no
deseadas (21,3%).
Los agresores de violencia sexual facilitada por la tecnologia
tenian el doble de probabilidades de ser hombres que mujeres.
(Rebollo- Mixta 1.468 (fase Espafia/EE. UU. La forma méas comudn de ciberviolencia observada por
Catalan y cuantitativa) adolescentes fue la violencia de pareja, con un 25,9% de
Mayor-Buzon y 554 (fase frecuencia. Los indicadores mas comunes fueron monitorear la
2020) cualitativa) actividad de la pareja en redes sociales y usar su teléfono mévil
para revisar e inspeccionar las llamadas. Los adolescentes
percibian estas practicas como normales y utilizaban discursos
que las justificaban.
(Rodriguez- Cualitativa 2099 Espafia/Paises Los resultados refuerzan la idea de que, aunque los
Darias y comentarios | Bajos entornos en linea ofrecen oportunidades para expresar ideas
Aguilera-Avila de una feministas, también brindan oportunidades para difundir
2018) revista respuestas que perpetdan el statu quo mediante ataques,
feminista censura y burla. Los ataques misoginos identificados pueden
entenderse como respuestas rapidas y agresivas a las mujeres
gue reclaman un espacio y utilizan internet como plataforma.
(Rollero et al. | Cuantitativa 603 Italia/EE. UU. Los resultados confirman el papel que los agentes de influencia
2023) participantes social (en este caso, las personas significativas) pueden

desempefiar en la direccion de las reacciones a un fenémeno
nuevo como el sexting, y como estas reacciones pueden sesgar
la evaluacion y la intencion de ayudar a la victima.
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(Ross et al. Cuantitativa 885 EE. UU./JEE. UU. | Las mujeres experimentaron mas coercion por sexting que los
2019) estudiantes hombres (34% y 25%, respectivamente). La coercion mediante
universitarios sexting y la coercion sexual estaban altamente correlacionadas

y se relacionan significativamente con sintomas negativos de
salud mental, problemas sexuales y disfuncion del apego.

(Said y Cuantitativa 713 EE. UU./JEE. UU. | Los predictores mas fuertes de la perpetracion de distribucion

McNealey estudiantes no consensuada de imé&genes intimas son la victimizacion

2023) universitarios previa, el envio de imagenes explicitas y la recepcion de
imagenes explicitas no solicitadas.
También se encontrd evidencia inicial de una nueva tipologia
de perpetrador que contradice la investigacion existente sobre
diadas de género victima-agresor: mujeres que difunden sin
consentimiento imégenes intimas no solicitadas enviadas por
hombres.

(Sarkary Cualitativa 30 mujeres India/EE. UU. Las mujeres sobrevivientes de diversos actos de violencia

Rajan 2023) victimas online no lo consideran una experiencia incorpérea. Sus
narrativas sefialan que la victimizacion acostumbra a comenzar
con un discurso que las reduce a cuerpos y que la ciberviolencia
es una forma de violencia de género.

(Villar Varela | Cuantitativa 615 Espafia/Espafia Las conductas de violencia de género online que los

et al. 2021) adolescentes adolescentes declaran haber ejercido mas son: vigilar vy

controlar a la pareja en redes sociales (20.8%), criticar a una
mujer por poligamia a través de la red (18.5%), ultrajar a una
chica por tener un fisico poco atrayente (18.5%) e insultar a un
chico por tener un fisico poco varonil (17.9%). Son realizadas
en mayor medida por los varones, excepto las conductas
relacionadas con los mitos asociados al amor romantico.
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(Vizcaino- Cualitativa 4048 tuits Espafa/EE. UU. Las principales reacciones sociales de los usuarios de twitter
Cuenca et al. fueron minimizar y negar la existencia de la ciberviolencia
2024) sexual contra las mujeres, cuestionando la gravedad de estos
comportamientos y a las propias victimas. Ademas de los mitos
sobre la violacidn, en el caso de ciberviolencia hay que afadir
la creencia de que los entornos online son los culpables de las
agresiones cibersexuales y que dichas agresiones son triviales.
(Wirawan et Cuantitativa 1006 Indonesia/Egipto | El 91,7% de los encuestados habian sido victimas de violencia
al. 2022) participantes de género online al menos una vez en su vida y el 61% admitid

haberla perpetrado al menos una vez. Los factores de riesgo
observados son: la edad mas joven, el sexo masculino, la
ansiedad, la alta desinhibicion online y el historial de
victimizacion previa de violencia online basada en el género.
Las mujeres y las personas no binarias fueron menos propensas
a perpetrar esta violencia.

Tabla 2. Datos y sintesis de los resultados de los estudios incluidos en la revision.
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3.3. Tendencias en victimizacion y perpetracion de la violencia digital contra las
mujeres

Dada la heterogeneidad de las conductas analizadas en los estudios seleccionados, asi
como la diversidad de muestras y contextos, no es sencillo establecer una cifra exacta de
prevalencia. Sin embargo, los resultados permiten afirmar que la prevalencia de la CVM
es considerablemente alta. En Espana, se estima que la misma supera el 80% (Martinez-
Bacaicoa, Henry, et al. 2024), mientras que en Indonesia los datos indican cifras
superiores al 90% (Wirawan et al. 2022). Otros estudios, como los de Rebollo-Cataldn y
Mayor-Buzon (2020) y Choja y Nelson (2016), también revelan una prevalencia elevada
(en Espana y Nigeria respectivamente), sefialando que la mayoria de sus participantes
habia presenciado violencia digital contra las mujeres.

Aungque algunos estudios reportan porcentajes mas bajos, como el de Hassan et al. (2020),
que muestra una prevalencia del 41,6% en Egipto, es importante considerar el contexto
especifico de cada investigacion. A pesar de las diferencias, puede concluirse que la
violencia digital es una problematica ampliamente extendida.

En cuanto a la perpetracion, los datos también son significativos: alrededor del 61% de
los participantes reconoce haber cometido alguna conducta de violencia digital
(Wirawan et al. 2022). Las conductas mas frecuentes varian entre estudios. Por ejemplo,
Villar Varela et al. (2021) destacan la vigilancia de la pareja en redes sociales (20,8%),
criticas por poligamia (18,5%) y ataques por el fisico (18,5%). Por su parte, Hassan et al.
(2020) sefialan que el 72,8% de las victimas sufri6 agresiones a través de redes sociales,
siendo las méas comunes el envio de contenido sexual (41,2%) y los mensajes insultantes
(26,4%), en linea con Choja y Nelson (2016). En el estudio de Wirawan et al. (2022), la
conducta mas reportada fue el envio incesante de mensajes.

Dado que la mayoria de los estudios no abordan esta problematica de forma global, sino
que se centran en conductas especificas, no es posible realizar comparaciones directas.
No obstante, es relevante considerar la prevalencia de cada tipo de violencia. Por
ejemplo, en relacion con la violencia basada en la apariencia fisica, se estima que la
victimizacion supera el 60% (Martinez-Bacaicoa, Henry, et al. 2024), y en el caso de la
cosificacion, alcanza el 30% (Bajo-Pérez et al. 2024). Respecto a la violencia sexual
facilitada por la tecnologia, se estima que mas del 60% ha sido victima al menos una vez
en la vida (Powell y Henry 2019). En concreto, un estudio indica que el 66,7% ha sufrido
acoso sexual online (Martinez-Bacaicoa, Henry, et al. 2024), mientras que en el caso de
mujeres adolescentes el porcentaje desciende al 29,4% (Diaz-Aguado et al. 2022).

En relacion con las violencias digitales de caracter sexual, los estudios revelan datos
relevantes, especialmente sobre la distribucién no consentida de imagenes sexuales y
conductas similares. Se estima que cerca del 20% ha sido victima de esta forma de
violencia, siendo la gran mayoria mujeres (90,7%) (Dardis y Richards 2022), y en mas del
50% de los casos el agresor fue la pareja (hombre) (Kim et al. 2024). En cuanto a la
sextorsion, los datos varian ampliamente, con una prevalencia estimada entre el 3% y el
16% (Alonso-Ruido et al. 2024, Henry y Umbach 2024).

Un ambito particularmente relevante es la violencia digital en el contexto de la pareja.
Como se ha mencionado, muchas de las conductas anteriores son perpetradas por la
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pareja, pero en el caso de Espana, esta forma de violencia presenta cifras destacadas: una
frecuencia del 25,9% y una ocasionalidad del 40,7% (Rebollo-Catalan y Mayor-Buzén
2020). Ademas, entre los adolescentes, la conducta mas reportada de perpetracion es el
control de la pareja en redes sociales (20,8%) (Villar Varela et al. 2021).

Respecto a las formas mas comunes de estas violencias especificas, en el caso de la
violencia sexual facilitada por la tecnologia, se incluyen el acoso sexual digital, que
incluye la recepcién de contenido sexual explicito no deseado (29%), las solicitudes
sexuales reiteradas y/o no deseadas (21,3%) y el acoso sexual directo (20%) (Powell y
Henry 2019). En cuanto a la violencia digital en la pareja, las conductas mas frecuentes
consisten en monitorear la actividad en redes sociales e inspeccionar el teléfono moévil
(Rebollo-Catalan y Mayor-Buzon 2020). Por su parte, el estudio de Harris y Woodlock
(2022) muestra que el 85% de las victimas sufrié violencia a través de redes sociales, el
62% fue rastreada por GPS, el 46% recibi6 agresiones por correo electronico y el 46% fue
victima de Image-Based Sexual Abuse (IBSA).

Si bien no es posible establecer una estimacion global de prevalencia debido a la
diversidad de contextos y muestras, los datos permiten inferir que la violencia digital,
tanto en términos generales como en sus formas especificas, presenta una incidencia
elevada.

Resulta relevante analizar si, al igual que en la violencia offline, en el ambito digital se
mantiene el binomio mujer-victima y hombre-perpetrador. La mayoria de los estudios
revisados confirman esta relacion. Diversas investigaciones sefialan que las mujeres son
victimizadas en mayor medida que los hombres, mientras que estos ultimos presentan
una mayor probabilidad de ser perpetradores. Incluso, se identifica al sexo masculino y
al sexismo como factores de riesgo para la perpetracion (Villar Varela et al. 2021,
Wirawan et al. 2022, Castillo-Gonzales y Teran Andrade 2024, Henry y Umbach 2024,
Martinez-Bacaicoa, Henry, et al. 2024; Martinez-Bacaicoa, Sorrel, et al. 2024).

Este patron se observa también al analizar conductas especificas. Por ejemplo, las
mujeres tienen entre tres y siete veces mas probabilidades que los hombres de ser
victimas de sextorsion (Alonso-Ruido et al. 2024), tres veces mas de sufrir la distribucion
no consentida de imagenes sexuales (Dardis y Richards 2022), y mayores probabilidades
de ser coaccionadas para enviar contenido sexual (Ross et al. 2019). En el caso de la
violencia sexual facilitada por la tecnologia, las mujeres cis y personas no heterosexuales
presentan mayor riesgo de victimizacion, mientras que los hombres cis tienen el doble
de probabilidades de ser perpetradores (Powell y Henry 2019, Martinez-Bacaicoa, Sorrel,
et al. 2024).

Estos datos refuerzan la idea de que en el entorno digital se reproduce la misma logica
de género presente en la violencia offline. No obstante, algunos estudios muestran
matices. Powell y Henry (2019), aunque indican que los hombres tienen el doble de
probabilidades de ser perpetradores, también sefialan que estos reportan mas casos de
acoso mediante distribucion de imagenes no consentidas y por razones de género o
sexualidad, en contraste con otras investigaciones. Asimismo, Henry y Umbach (2024)
sefialan una leve mayor victimizacion masculina en casos de sextorsion (un 2% mas que
las mujeres). Por su parte, Said y McNealey (2023) describen un perfil de perpetracion
que rompe con la dicotomia tradicional: mujeres que difunden imagenes intimas no
solicitadas enviadas por hombres.
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En conclusion, aunque existen excepciones, los datos sugieren que la violencia digital
contra las mujeres reproduce patrones estructurales similares a los de la violencia offline.
Mas que semejanzas, se trata de una continuidad. Si entendemos que la violencia contra
las mujeres es un fenémeno estructural e histdrico, resulta evidente que el ambito digital
no escapa a ella. La tecnologia, en este sentido, actiia como una herramienta que
amplifica y facilita esta forma de violencia, sin alterar su raiz sociocultural: lo tinico que
cambia es el medio y las facilidades y consecuencias que este incrementa, no el problema.

3.4. La minimizacion y justificacion de la ciberviolencia contra las mujeres

Un aspecto relevante analizado en esta revision sistematica es la minimizacion y
justificacion de la violencia digital contra las mujeres, elementos que, segun el marco
ecologico de Heise (1998), actian como factores etiologicos en la violencia de género.
Evaluar si estas actitudes estan presentes también en el entorno digital, al igual que el
binomio mujer-victima/hombre-perpetrador, es esencial para comprender el alcance de
esta problematica.

Los estudios revisados muestran que estas creencias estan ampliamente extendidas. En
este sentido, hasta un 61,47% de los hombres respalda mitos que minimizan la violencia
online, un 53,33% justifica la agresion restando responsabilidad al agresor, un 45,56%
cree que esta violencia no es frecuente y solo la ejercen individuos extremistas, un 34,67%
piensa que la victima consintié o dese¢ la violencia, un 31,06% considera que la victima
provoco el abuso, y un 34,57% apoya mitos que trivializan este tipo de agresiones
(Morales et al. 2024).

Varios estudios (Rebollo-Cataldn y Mayor-Buzén 2020, Morales et al. 2024, Pacilli et al.
2024, Vizcaino-Cuenca et al. 2024) confirman la culpabilizacién de la victima, la
minimizacion de la responsabilidad del agresor, el cuestionamiento de la gravedad de
los hechos, asi como la normalizacidén y justificacion de las conductas violentas. Estos
mitos se asemejan notablemente a los que operan en la violencia offline, aunque en el
entorno digital se suma una nueva narrativa: la creencia de que el propio espacio online
es responsable de la violencia y que la violencia en este &mbito no es de gravedad.

Estos hallazgos refuerzan la idea de que la violencia contra las mujeres, ya sea online u
offline, constituye un continuum. No se trata de fendmenos distintos, sino de
manifestaciones del mismo problema estructural en diferentes contextos y mediante
diversas herramientas. Tal como plantea el modelo ecolégico de Heise (1998), las
creencias que justifican o minimizan la violencia son factores clave en su perpetuacion.
Por tanto, estas actitudes deben entenderse como elementos comunes en ambos
entornos, aunque con particularidades propias del ambito digital, como la falsa
percepcion de que la violencia online es menos grave o incluso inevitable por el propio
medio.

3.5. Actitud hacia las victimas de ciberviolencia, ;condicionada por los roles de
género?

Una cuestion abordada por algunas de las publicaciones incluidas en esta revision es la
actitud de terceros frente a la victimizacion. Este aspecto es relevante por si mismo, pero
adquiere un significado especial al analizar si, como en los casos anteriores, se
reproducen roles o estereotipos de género tradicionales. Si esto ocurre, reforzaria la idea
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de que la violencia online y offline conforma un continuum, como se ha argumentado en
apartados anteriores.

Los datos aportados por las investigaciones revisadas apuntan a dos aspectos
fundamentales. En primer lugar, la disposicion a ayudar a la victima varia segtin el sexo:
las mujeres muestran una mayor inclinacion a ofrecer ayuda que los hombres. Esta
diferencia puede estar relacionada con el rol tradicional de cuidadora asignado a las
mujeres y con la feminizacion del trabajo de cuidados. Esta hipotesis se considera
plausible, ya que la diferencia en la actitud de ayuda no se explica por juicios morales
diferenciados entre sexos, hombres y mujeres culpabilizan a las victimas en la misma
medida (Rebollo-Cataldn y Mayor-Buzén 2020, Pacilli et al. 2024).

En segundo lugar, los estudios muestran que tanto hombres como mujeres culpabilizan
alas victimas y minimizan la responsabilidad del agresor cuando la victima se aparta de
los estereotipos tradicionales de la sexualidad femenina. Es decir, cuanto mas se aleje la
victima de estos estandares, mayor sera la probabilidad de que se la responsabilice por
la violencia sufrida (Rebollo-Catalan y Mayor-Buzoén 2020, Pacilli et al. 2024).

3.6. Violencia digital en la pareja vs fuera de la pareja

Si hay una posible clasificacion dentro de la violencia digital observada, esta puede
establecerse segtin si es perpetrada dentro de la pareja o fuera de ella. Analizar ambas
categorias e identificar sus similitudes y diferencias resulta, cuanto menos, interesante.

Es posible reconocer motivaciones distintas entre ambas formas. En el caso de la
ciberviolencia en el &mbito de la pareja, la motivacion principal suele ser el control y la
dominacion de la mujer a través de herramientas digitales. En cambio, la violencia
ejercida fuera de la pareja abarca una amplia variedad de conductas, aunque todas
pueden interpretarse como intentos de vigilar, silenciar o controlar a las mujeres en el
espacio publico, es decir, como una forma de control de género.

En el contexto de la pareja, varios estudios sefialan claramente esa motivacion de control.
Esta forma de violencia se manifiesta especialmente a través del envio masivo de
mensajes, el control por redes sociales, el rastreo mediante GPS o la inspeccién del
teléfono moévil (Rebollo-Catalan y Mayor-Buzén 2020, Villar Varela et al. 2021, Harris y
Woodlock 2022, Bajo-Pérez et al. 2024). Ademds, un porcentaje significativo de la
ciberviolencia en la pareja incluye conductas relacionadas con la distribucion no
consentida de imagenes sexuales, como se ha mencionado en apartados anteriores. Esto
puede interpretarse como una reaccion violenta frente a la pérdida de control sobre la
mujer tras la ruptura o el conflicto relacional.

Por su parte, la violencia digital fuera de la pareja engloba una multiplicidad de acciones,
pero todas comparten una finalidad comun: el control de género, particularmente en el
espacio publico. Ya sea la violencia basada en la apariencia fisica o la de caracter
antifeminista, pueden entenderse como intentos de silenciar o censurar a mujeres que
no se ajustan a la heteronorma, ya sea por su cuerpo o por sus opiniones. En definitiva,
estas agresiones funcionan como una herramienta de control social y de género. Incluso
los hombres que no encajan en los estandares de la masculinidad tradicional también
pueden ser objeto de estas agresiones (Crosas Remén y Medina-Bravo 2018, Rodriguez-
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Darias y Aguilera—AVﬂa 2018, Villar Varela et al. 2021, Sarkar y Rajan 2023, Martinez-
Bacaicoa, Henry, et al. 2024).

3.7. La wviolencia basada en distribucion no consentida de imdgenes sexuales,
¢violencia de género?

En esta revision se han incluido estudios centrados en conductas de IBSA. Aunque en
algunos casos estos estudios no abordan la problematica explicitamente como una forma
de violencia contra las mujeres, los datos obtenidos indican claramente que si lo es.

La prevalencia de victimizacion es notablemente superior en las mujeres: algunos
estudios afirman que mas del 90% de las personas que sufrieron esta violencia eran
mujeres. En cuanto a la perpetracién, en la mayoria de los casos (87,18%), los agresores
eran hombres. Ademas, en un 71,79% de los casos, los perpetradores eran la pareja o
expareja de la victima (Dardis y Richards 2022). Estos factores sostienen con claridad la
idea de que la violencia IBSA constituye una forma de violencia de género, dado que se
mantiene el binomio estructural de victima-mujer y agresor-hombre (Alonso-Ruido et al.
2019, Kim et al. 2024).

Como se ha mencionado anteriormente, la violencia contra las mujeres es un continuum,
y los datos de estas investigaciones lo respaldan: se ha encontrado una correlacion entre
la perpetracion digital y no digital. Esto refuerza la idea de que la violencia que se ejerce
a través de medios digitales no es un fenomeno aislado, sino una extension de la
violencia offline, con la tecnologia como herramienta adicional de control, agresion y
humillaciéon. Que ademads, debido a sus aspectos diferenciales (el anonimato, la
impunidad, la extension del dafio a la intimidad...) en muchos casos facilita la
perpetracion y amplifica el dafio.

Otro aspecto que subraya que este tipo de violencia es violencia de género son los
elementos estructurales que la acompanan, como las creencias y mitos que minimizan la
responsabilidad del agresor y culpabilizan a la victima. Estas creencias son ampliamente
documentadas en los estudios revisados y refuerzan patrones ya presentes en otras
formas de violencia contra las mujeres (Alonso-Ruido et al. 2019, Ross et al. 2019, Dardis
y Richards 2022, Henry y Umbach 2024, Kim et al. 2024, Pacilli et al. 2024).

4. Conclusiones y discusion

El interés en torno a la violencia digital contra las mujeres ha experimentado un notable
aumento en el tltimo afio, como lo evidencian los analisis bibliométricos realizados. Esta
tendencia resulta comprensible si se considera la acelerada expansién del uso de
tecnologias digitales —por ejemplo, el auge de la inteligencia artificial—, que ha ido
acompanada de una creciente preocupacion por las formas de violencia que estas
herramientas pueden facilitar o amplificar.

Asi, en esta revision sistematica se propuso responder a la pregunta: ;qué y cdmo se ha
investigado sobre la violencia digital contra las mujeres en la tltima década? Los
resultados obtenidos ofrecen una aproximacion significativa, especialmente teniendo en
cuenta la heterogeneidad de la literatura cientifica existente sobre esta problematica.

En cuanto a las metodologias empleadas, se observa un claro predominio de los
enfoques cuantitativos, presentes en aproximadamente dos tercios de los estudios
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analizados. Un 22 % de las investigaciones utiliza metodologias cualitativas, mientras
que solo un 4 % combina ambos enfoques, lo que sugiere una cierta limitacion en la
triangulacion de métodos y en la profundidad interpretativa del fenémeno estudiado.

A nivel geografico, destaca la preeminencia de Espafia como pais en el que se han
realizado mas investigaciones (once estudios), lo cual evidencia un creciente interés
académico por parte de investigadores e investigadoras del ambito hispano. Sin
embargo, es Estados Unidos el pais en el que se han publicado mas estudios (doce en
total), lo que refleja el peso de la centralidad editorial anglosajona.

Por otro lado, se identifica una escasa colaboracion interinstitucional: aunque muchos
estudios presentan autorias multiples, en la mayoria de los casos los autores pertenecen
a una misma institucion. Este dato apunta a una limitada cooperaciéon académica entre
universidades y centros de investigacion.

En cuanto a las areas de conocimiento, las categorias en las que se inscriben mas
publicaciones son “women’s studies” y “criminology & penology”. Si bien estas
disciplinas ofrecen marcos analiticos fundamentales para el estudio de la violencia
digital, la concentracidn de estudios en estos campos puede dejar al margen perspectivas
complementarias —como las provenientes de la comunicacion, la educacion o las
tecnologias de la informacion— que serian clave para un abordaje mas interdisciplinar.

En conjunto, como argumentamos a lo largo de este trabajo, los datos apuntan a que la
violencia digital contra las mujeres constituye una problemadtica extendida y
multifacética, cuyas manifestaciones, si bien se desarrollan en el entorno digital, replican
patrones estructurales de la violencia de género offline. Lejos de tratarse de un fenémeno
aislado, la evidencia sugiere que la ciberviolencia constituye una continuidad de la
violencia machista, adaptada a las nuevas herramientas tecnoldgicas y también con
caracteristicas diferenciales y, por tanto, requiere marcos analiticos, legislativos y
sociales que estén a la altura de su complejidad.

Aunque la tecnologia no origina la violencia y se sostiene la perspectiva del continuum
online-offline, es importante sefialar que la ciberviolencia presenta caracteristicas propias
que la diferencian e incluso la amplifican. Uno de los aspectos diferenciales mas
relevantes y evidentes es que el anonimato y el uso de perfiles falsos reducen la empatia
y las barreras sociales, al tiempo que generan una sensacion de impunidad y facilitan la
desinhibicién online, favoreciendo comportamientos mas agresivos y extremos que en
contextos presenciales (Suler 2004, Abdullah et al. 2024). Esta percepcion de inmunidad
disminuye la sensacion de riesgo para los agresores y facilita la repeticion y escalada del
acoso (Wu y Lien 2013, Zhao 2024).

La violencia online se distingue también por su capacidad de difusion masiva y
persistencia. Contenidos como fotos, videos o mensajes se propagan rapidamente y su
eliminacion es complicada, lo que prolonga el dafio a la intimidad y la reputacion de la
victima, generando impactos psicoldgicos sostenidos como vergiienza, ansiedad o
retraimiento social (Henry et al. 2020, Schmidt et al. 2024, Spiker et al. 2025).

Ademas, las plataformas digitales amplifican los discursos de violencia, también por
ejemplo cuando hablamos de racismo y LGTBfobia, y en algunos casos priorizan la
viralizacion sobre el bienestar de las usuarias. La violencia online tiene, asi, un efecto
multiplicador: trasciende fronteras geograficas y contextos (escolar, laboral, afectivo), se

340



Villacampa, Méndez

prolonga en el tiempo aun sin contacto directo entre victima y agresor, y los testigos
digitales también contribuyen a ella al compartir, comentar o ignorar los contenidos. Por
todo ello, como se ha senalado, esta violencia requiere marcos analiticos, legislativos y
sociales que estén a la altura de su complejidad, para poder prevenirla y mitigar sus
efectos de manera efectiva.

Continuando los resultados de la revision sistematica realizada, cabe destacar que, los
hallazgos confirman una prevalencia considerablemente alta de la violencia digital
contra las mujeres, con estimaciones que superan el 80% en Espafia (Martinez-Bacaicoa,
Henry, et al. 2024) o el 90% en Indonesia (Wirawan et al. 2022). Aunque existen
variaciones contextuales (Hassan et al. 2020), la conclusion general es que se trata de una
problematica ampliamente extendida.

Formas especificas de violencia como la basada en la apariencia fisica (Martinez-
Bacaicoa, Henry, ef al. 2024), la cosificacion (Bajo-Pérez et al. 2024) y la violencia sexual
facilitada por la tecnologia (Powell y Henry 2019, Martinez-Bacaicoa, Henry et al. 2024)
también presentan una incidencia elevada.

Un hallazgo relevante es la reproducciéon del binomio mujer-victima y hombre-
perpetrador en el ambito digital, en linea con lo observado en la violencia offline.
Multiples estudios confirman que las mujeres son victimizadas en mayor medida y los
hombres tienen una mayor probabilidad de ser perpetradores, identificando el sexo
masculino y el sexismo como factores de riesgo para la perpetracion (Villar Varela et al.
2021, Dardis y Richards 2022, Wirawan et al. 2022, Alonso-Ruido et al. 2024, Castillo-
Gonzales y Teran Andrade 2024, Henry y Umbach 2024; Martinez-Bacaicoa, Henry, et al.
2024; Martinez-Bacaicoa, Sorrel, ef al. 2024).

Aunque existen matices en algunos estudios (Powell y Henry 2019; Said y McNealey
2023; Henry y Umbach 2024), la abrumadora mayoria de la evidencia refuerza la idea de
que la violencia digital no es un fendmeno neutral en términos de género, sino que
reproduce las dindmicas de poder y control patriarcales inherentes a la violencia
machista. La tecnologia, en este sentido, funciona como un amplificador y facilitador,
mas no como el origen de la violencia.

La investigacion también destaca la amplia extension de la minimizacion y justificacion
de la violencia digital contra las mujeres, actuando como factores etiologicos en su
perpetuacién, en consonancia con el modelo ecolégico de Heise (1998). La
culpabilizaciéon de la victima, la reduccion de la responsabilidad del agresor, el
cuestionamiento de la gravedad de los hechos, y la normalizacion de las conductas
violentas son creencias extendidas (Rebollo-Cataldan y Mayor-Buzon 2020, Morales et al.
2024, Pacilli et al. 2024, Vizcaino-Cuenca ef al. 2024).

Estas narrativas, similares a las de la violencia offline (Whiting et al. 2012, Guerrero-
Molina et al. 2016, Ledn y Aizpurua 2021), se ven complementadas en el entorno digital
por la falsa creencia de que el propio espacio online es responsable de la violencia o que
esta es menos grave por ocurrir en dicho dmbito. Asimismo, la actitud de terceros hacia
las victimas reproduce roles y estereotipos de género tradicionales. Las mujeres
muestran una mayor disposicion a ayudar que los hombres, lo que podria vincularse
con el rol de cuidadoras, con la feminizacion de los cuidados. Ademas, tanto hombres
como mujeres tienden a culpabilizar a las victimas que se desvian de los estereotipos de
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la sexualidad femenina tradicional (Rebollo-Catalan y Mayor-Buzon 2020, Pacilli et al.
2024). Esto subraya la arraigada base sociocultural de la violencia digital, que trasciende
el medio en el que se manifiesta.

Aunque la violencia digital puede clasificarse segtin si ocurre dentro o fuera del ambito
de la pareja, ambas categorias comparten una motivaciéon subyacente de control de
género. En la violencia en la pareja, la motivacion principal es el control y la dominacién
a través de herramientas digitales como el monitoreo de redes sociales y teléfonos
moviles (Rebollo-Cataldan y Mayor-Buzon 2020, Villar Varela et al. 2021, Harris y
Woodlock 2022, Bajo-Pérez et al. 2024). Y un porcentaje significativo de esta violencia
incluye la distribucion no consentida de imagenes sexuales, que se puede interpretar
como reaccion violenta a la pérdida de control tras una ruptura.

Fuera de la pareja, la violencia digital, como la basada en la apariencia fisica o la
antifeminista, también persigue el control de género, con el objetivo de silenciar o
censurar a mujeres que no se ajustan a la heteronorma. Estas agresiones funcionan como
una herramienta de control social, incluso afectando a hombres que no encajan en los
estandares de masculinidad tradicional (Crosas Remén y Medina-Bravo 2018,
Rodriguez-Darias y Aguilera-Avila 2018, Villar Varela ef al. 2021, Sarkar y Rajan 2023;
Martinez-Bacaicoa, Henry, et al. 2024).

Una de las ideas mds importantes en las que se incide en este estudio es que violencia
online y offline constituyen un continuum, no dos realidades separadas y ajenas, aunque
también debe sefalarse la relevancia de identificar los aspectos diferenciales del ambito
digital. Este concepto no es superfluo, pues tiene implicaciones y consecuencias. Tratar
la violencia de género como un continuum que abarca tanto lo online como lo offline
posibilita una comprension mas amplia y conectada de este fendmeno. En primer lugar,
una de las principales consecuencias de este enfoque es que permite el reconocimiento
de la escalada de la violencia. Las agresiones que ocurren en el espacio digital no deben
considerarse incidentes aislados o de menor gravedad, sino que pueden facilmente
trasladarse a la esfera offline, donde se convierten en amenazas tangibles para la
seguridad de las victimas. Este fendmeno de escalada podria darse en casos donde el
acoso en redes sociales, las amenazas o el control virtual ejercido por un agresor
comienzan a intensificarse y desembocan en agresiones fisicas o acoso offline. Por lo
tanto, considerar ambos tipos de violencia como parte de un continuum es esencial para
prevenir la evolucién de estos comportamientos abusivos. Por el contrario, si se ve la
violencia online como un fendmeno auténomo, existe el peligro de que se minimicen sus
efectos y no se actie de manera temprana para evitar su expansion.

Desde nuestra perspectiva, esta comprension también tiene una implicacion directa
sobre la proteccion de las victimas. Si consideramos la violencia de género en su
conjunto, abarcando tanto los actos de agresion en linea como los presenciales, se hace
evidente que las victimas necesitan una proteccion integral que no se limite solo a
situaciones de abuso offline. Las agresiones digitales, aunque a menudo no dejan marcas
visibles, tienen un impacto profundo en la salud mental y emocional de las victimas
(Ross et al. 2019). De hecho, el control sobre las redes sociales, la vigilancia a través de
dispositivos electronicos y la difusion de imdgenes intimas pueden causar efectos
devastadores. Las politicas de proteccion que no reconocen la violencia digital corren el
riesgo de dejar desprotegidas a las victimas en la dimension online, lo que refuerza la
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vulnerabilidad de las personas afectadas. Para abordar este desafio, resulta fundamental
que los sistemas de apoyo, tanto legales como psicoldgicos, incluyan estrategias
especificas para enfrentar las consecuencias del abuso en el entorno digital junto a las
previstas para abordar la violencia ejercida en el mundo fisico.

Ademas, este enfoque integral implica la necesidad de intervenciones coordinadas que
no distingan entre los tipos de violencia. Cuando se concibe la violencia de género como
un continuum, se aboga por una intervencion que no se limite a los marcos tradicionales
de la violencia offline, sino que contemple todas las manifestaciones de control y abuso.
El sistema judicial, los servicios sociales y las plataformas tecnoldgicas deben trabajar
conjuntamente para identificar los casos de violencia, independientemente de si ocurren
en el mundo offline o en el digital. Si la intervencion se realiza solo en un contexto, como
el fisico, y no se considera la violencia online, se corre el riesgo de fragmentar el apoyo a
las victimas y de perpetuar la impunidad de los agresores que operan en el anonimato
de internet.

Otro aspecto fundamental que emerge de esta perspectiva es la mayor visibilidad de la
violencia de género. Al integrar ambos tipos de violencia, se cuestiona la tendencia social
de minimizar o restar importancia al abuso digital. De hecho, la violencia online ha sido
historicamente tratada como una forma “menos grave” de abuso, debido a su naturaleza
virtual y a la percepcion de que no existe contacto fisico directo. Sin embargo, este
enfoque subestima el dafio emocional y psicolégico que causa, y facilita la
revictimizacion de las mujeres que sufren violencia digital. La idea de que las victimas
de violencia online estan de alguna manera “culpabilizadas” o que su sufrimiento no
tiene la misma intensidad que el de aquellas que experimentan violencia fisica es una
postura erronea que solo contribuye a reforzar la cultura de la impunidad. Si se
considera la violencia online como parte de un continuum, se abre la posibilidad de una
mayor empatia social y una revalorizacion de las victimas de abuso digital, lo que puede
traducirse en una mayor conciencia colectiva sobre la gravedad del fenomeno.

Finalmente, uno de los principales beneficios de abordar la violencia de género como un
continuum es la necesidad de una legislacién mas coherente y adaptada a los tiempos
actuales. Considerar la violencia online y offline como un continuum exige una
actualizacion de las leyes, incorporando explicitamente la ciberviolencia en los marcos
juridicos existentes. Solo asi se podra ofrecer una respuesta juridica integral que
garantice la proteccion efectiva de las victimas y la persecucion adecuada de los
agresores, independientemente de si la violencia se manifiesta en el mundo fisico o
digital. Ademads, esto obligaria a las plataformas digitales adopten responsabilidades
mas claras en la proteccion de sus usuarios frente al abuso en linea.

En conclusion, al comprender la violencia de género como un continuum que incluye
tanto lo online como lo offline, se genera un enfoque mas completo y realista del
fendmeno. Esta aproximacion no solo favorece una mayor proteccion para las victimas
y una respuesta mas eficaz de los sistemas de intervencion, sino que también ayuda a
reducir la impunidad de los agresores, a aumentar la visibilidad del problema y a crear
un marco legal mas coherente. Al integrar ambos tipos de violencia, la sociedad puede
avanzar hacia una respuesta mas efectiva, inclusiva y adaptada a los retos del siglo XXI.

En definitiva, la violencia digital contra las mujeres es un fenémeno transversal y
enraizado en estructuras de poder histdricas y sociales. La tecnologia, en este contexto,
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no crea la violencia, sino que le ofrece un nuevo campo de accién y herramientas para
su perpetracion y amplificacion. La comprension de esta continuidad es fundamental
para desarrollar estrategias de prevencion e intervencion que aborden la raiz del
problema.

5. Limitaciones de la evidencia

Las limitaciones de la evidencia incluida en la revision respecto al riesgo de sesgos es
minima debido a que se ha analizado con ROBINS-I de forma individual cada
publicacion y se han excluido todas aquellas con un riesgo serio o critico.

Respecto a la inconsistencia (heterogeneidad) cabe decir que, atendiendo a los diversos
contextos y variedad de conductas que abordan las investigaciones incluidas en la
revision, no es elevada.

Cabe considerar también un posible sesgo derivado de la eleccion de términos en inglés
y en espanol para el disefio de la ecuacion de busqueda. Si bien es recomendable que en
las revisiones sistematicas se utilicen al menos dos idiomas, en este caso dicha eleccién
se justifica por dos motivos: por un lado, el inglés es el idioma predominante en la
literatura cientifica internacional, y por otro, se incluye el espafiol debido a la alta
produccién académica en esta tematica en el pais. No obstante, esta decisién podria
excluir publicaciones relevantes en otros idiomas.
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